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RESUMEN

Una de las aplicaciones de la tecnologia disruptiva blockchain
son las finanzas descentralizadas (DeFi), que constituyen
uno de los desafios mas transformadores en el ambito finan-
ciero. Sucomplejidad inherente a un sistema digital, junto
con laausencia de marcos regulatorios precisos, genera un
escenario de ambigiiedad juridica, especialmente en lo que
respectaala atribucion de responsabilidad civil cuando se
producen dafios. El presente articulo es un analisis critico
de la aplicabilidad del régimen de responsabilidad civil al
contexto del ecosistema DeFi, a la luz de los diferentes in-
strumentos disponibles por el legislador en forma de Cadigo
Civil, Ley No. 19.496, Ley de Proteccion de los Derechos de
los Consumidores (LPDC) y el caso relativamente reciente
de lalegislacién Fintech. Se destacan los principales vacios
regulatorios, deficiencias y tensiones interpretativas en
estos aspectos como un medio para cubrir las principales
lagunas, asi como se describen una serie de criterios y
reespecificaciones normativas segtn las cuales se puede
abordar la responsabilidad de los diferentes actores. El
objetivo final es proporcionar ideas relevantes para generar
un analisis mas exhaustivo, que pueda servir de base para
la préxima reforma de la legislacion o argumentos doctri-
nales o tratamiento judicial en esta area. En este contexto,
se propone laimplementacion de estandares de diligencia
elevados paralos desarrolladores y auditores de protocolos,
asi como la diferenciacién de criterios de responsabili-
dad para los diversos actores involucrados. Los desafios
probatorios y procesales exigen soluciones innovadoras
y, en particular, el recurso a mecanismos alternativos de
resolucion de conflictos. Es crucial alcanzar un equilibrio
entre la proteccion efectiva de los usuarios y el fomento de
lainnovacion, mediante la construccion de un marco juridico
robusto, predecible y tecnoldgicamente neutro para DeFi
en Chile que, si bien considere la experiencia comparada,
se adapte de manera idonea a la realidad nacional.

PALABRAS CLAVE: cadena de bloques, contratos inteligen-

tes, responsabilidad civil, seudoanonimato, proposiciones

ABSTRACT

One of the applications of disruptive blockchain technology
is Decentralized Finance (DeFi), which constitutes one of
the most transformative challenges in the financial sphere.
Its inherent complexity as a digital system, together with
the absence of precise regulatory frameworks, creates a
scenario of legal ambiguity, especially with regard to the
attribution of civil liability when damages occur. This article
is a critical analysis of the applicability of the civil liability
regime to the context of the DeFi ecosystem, in light of the
different instruments available to the legislatorin the form
of the Civil Code, Law No. 19.496, the Consumer Rights
Protection Law (LPDC), and the relatively recent case of
Fintech legislation. The main regulatory gaps, deficiencies,
and interpretative tensionsin these areas are highlighted as
ameans of addressing the main shortcomings, and a series
of criteria and regulatory re-specifications are described
according to which the responsibility of the different actors
can be addressed. The ultimate goal is to provide relevant
ideas for a more comprehensive analysis that can serve as
a basis for the next legislative reform or doctrinal argu-
ments or judicial treatment in this area. In this context, the
implementation of high standards of diligence for protocol
developers and auditors is proposed, as well as the differ-
entiation of liability criteria for the various actors involved.
The evidentiary and procedural challenges call for innova-
tive solutions, in particular the use of alternative dispute
resolution mechanisms. The evidentiary and procedural
challenges call forinnovative solutions, particularly the use
of alternative dispute resolution mechanisms. It is crucial to
strike a balance between effective user protection and the
promotion of innovation by building a robust, predictable,
and technologically neutral legal framework for DeFi in
Chile that, while considering comparative experience, is

ideally suited to the national reality.
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INTRODUCCION

El surgimiento de las finanzas descentralizadas (DeFi)
representa en el ambito financiero uno de los desa-
rrollos mas transformadores. (Kuznetsov et al., 2023).
Estos protocolos, que se basan fundamentalmente en
latecnologia blockchain, facilitan replicar y reconfigurar
los servicios financieros convencionales, incluidos los
préstamos, las bolsas de activos y los seguros, pres-
cindiendo de intermediarios centralizados y funcio-
nando mediante la ejecucion autdbnoma de contratos
inteligentes (Ali & Dembo, 2024).

La garantia de mayor transparencia, eficiencia y accesi-
bilidad ha impulsado una expansion considerable, que
actualmente supera los 170 mil millones de délares en
valortotal bloqueado (TVL)', pero también este rapido
avance ha hecho que los usuarios sean, al mismo tiempo,
susceptibles a peligros considerables derivados de las
vulnerabilidades tecnolégicas, las manipulaciones del
mercado y las deficiencias regulatorias (Dos Santos
etal., 2022).

La complejidad inherente a estos sistemas, junto con
la ausencia de marcos regulatorios precisos, genera
un escenario de ambigiiedad juridica, especialmente
en lo que respecta a la atribucion de responsabilidad
civil cuando se producen danos (Joggerst et al., 2018).

En Chile, con la promulgacién de la Ley N° 21.521 (Ley
Fintech) en febrero de 20232, se ha dado un primer paso
hacia la regulacién de servicios financieros basados
en tecnologia. Esta Ley promueve la competencia e
inclusion financiera, estableciendo un marco para la
supervision de plataformas de financiamiento colectivo,

1.Seguin CoinDesk en articulo de 18 septiembre 2025, el valor total bloqueado
en DeFi supera US$170.000 millones, regresando a niveles previos a Terra
con un crecimiento mas mesurado y una creciente adopcion institucional.
Disponible en: https://www.coindesk.com/es/business/2025/09/18/defi-tvl-
rebounds-to-usdi7ob-erasing-terra-era-bear-market-losses

2. Ley N°21.521 que promueve la competencia e inclusion financiera
através de la innovacién y tecnologia en la prestacion de servicios
financieros, Ley Fintech, disponible en: https://www.bcn.cl/leychile/
navegar?idnorma=1187323
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sistemas alternativos de transaccidn, y otros servicios
Fintech (Figueroa, 2023).

Como discutiremos mas adelante, sin embargo, su
metodologia parece estar mejor adaptada para orga-
nizaciones centralizadas que para protocolos genui-
namente descentralizados que definen DeFi, lo que
plantea algunas preguntas a nivel regulatorio sobre
laresponsabilidad civil que permanecen abiertas. Esta
Ley no trata la naturaleza distribuida que presenta la
gobernanza de las Organizaciones Auténomas Des-
centralizadas (DAOs), asi como tampoco los diferentes
atributos de los contratos inteligentes (smart contracts)
en lo relativo a las obligaciones o responsabilidades
de participantes como los oraculos o auditores de
seguridad. La naturaleza descentralizada, seudénima
y transnacional de DeFi presenta desafios para la apli-
cacién de regimenes tradicionales de responsabilidad
civil (Dhanya et al., 2025).

Naturalmente, esto plantea las preguntas de: ;Como
identificar la responsabilidad cuando un protocolo
falla debido a fallos en el software de programacion?
(Quién puede asumir la responsabilidad cuando una
DAOQ, gobernada por titulares de tokens anénimos, hace
algo que es perjudicial para las personas que esta DAO
representa? ;Qué constructos legales tradicionales
como culpa, causalidad o imputabilidad emplear con
los sofisticados sistemas algoritmicos que operan mas
alla de las fronteras de la soberania nacional? La falta
de intermediarios identificados y la ejecucion por dicho
cddigo autoejecutable también dificultan la aplicacién
directa de categorias dogmaticas tradicionales.

Este articulo es un analisis critico de la aplicabilidad
del régimen de responsabilidad civil al contexto del
ecosistema DeFi: los diferentes instrumentos dispo-
nibles del legislador en forma de Cddigo Civil, Ley
No.19.496 o Ley de Proteccion de los Derechos de los
Consumidores (LPDC) y el caso relativamente reciente
de la legislacion Fintech. Se destacan los principales
vacios regulatorios, deficiencias y tensiones interpreta-
tivas en estos aspectos como un medio para cubrir las
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principales lagunas, se describen una serie de criterios
y reespecificaciones normativas segun las cuales se
puede abordar la responsabilidad de los diferentes
actores para los respectivos actores.

Se sostiene que, hasta la fecha, si bien el sistema legal
existente ofrece las herramientas para gestionar algu-
nos aspectos de la responsabilidad de DeFi, persisten
desafios clave, y que las interpretaciones volutivas
necesarias de los principios legales tradicionales deben
complementarse con interpretaciones especiales basa-
das en desarrollos normativos especificos que alin son
necesarias para la proteccién del usuario y un disefio
amigable con lainnovacién sin sofocar la innovacion. El
objetivo es proporcionar ideas relevantes para generar
un analisis mas exhaustivo, que pueda servir de base
para una eventual reforma legislativa, argumentos
doctrinales o tratamiento judicial en esta area.

1. MARCO CONCEPTUALY
TECNOLOGICO DE LAS DeFi

1.1. Definicion y caracteristicas esenciales.

Las DeFi constituyen un ecosistema de aplicaciones
financieras construidas sobre cadenas de bloques, es
decir, redes blockchain -principalmente Ethereum- que
brinda acceso abierto a los servicios financieros sin
intermediarios, replicando y reinventando servicios fi-
nancieros tradicionales mediante contratos inteligentes,
y permitiendo el acceso a los mercados de capital para
varios proyectos (Moro-Visconti & Cesaretti, 2023).

Sus caracteristicas mas importantes incluyen: (1)
Descentralizacion: operan sin autoridades centrales,
basandose en protocolos distribuidos y gobernanza
comunitaria, aunque el grado de descentralizacion real
varia significativamente entre protocolos; (2) Contratos
inteligentes: estos contratos programables ejecutan
las transacciones automaticamente, lo que reduce la
dependencia de los intermediarios y mejora la eficiencia
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(Carapella et al., 2022); (3) No custodia: permiten a los
usuarios mantener control directo sobre sus claves
privadas y, por tanto, sobre sus activos, reduciendo
el riesgo de contraparte asociado a intermediarios;
(4) Transparencia: el cédigo fuente de los contratos
inteligentes y el historial de transacciones suelen ser
publicos y verificables en la blockchain, permitiendo
auditoria plblica; y (5) Composabilidad: los protocolos
DeFi pueden interactuar entre si como “bloques de
lego financieros”, creando nuevas funcionalidades
complejas y potencialmente amplificando riesgos
sistémicos (Schdr, 2020). Ejemplos comunes incluyen
plataformas de intercambio descentralizado (DEX)
como Uniswap?, protocolos de préstamo como Aave?
o Compound®, derivados sintéticos como Synthetix®,
y seguros descentralizados como Nexus Mutual’.

3. Uniwap constituye un protocolo DEX en la cadena de bloques Ethe-
reum. Permite intercambios de tokens a través de fondos de liquidez
y contratos inteligentes, eliminando intermediarios centralizados. El
protocolo de cédigo abierto emplea un modelo de creadores de mer-
cado automatizados (AMM), lo que permite a los usuarios proporcio-
nar liquidez y ganar comisiones. Disponible en: https://app.uniswap.
org/

4. Aave constituye un protocolo que permite prestar y pedir prestada
criptomoneda de forma descentralizada sin intermediarios; y ademas
contempla el token Aave, la criptomoneda nativa de este protocolo,
utilizada para gobernanza, staking y descuentos en tarifas. Disponible
en: https://aave.com/

5. Compound es una plataforma descentralizada en Ethereum que fa-
cilita los préstamos a través de contratos inteligentes. Los prestamis-
tas ganan intereses al depositar criptoactivos, mientras que los presta-
tarios proporcionan garantias para la liquidez. Las tasas de interés son
ajustadas automaticamente por el protocolo. Disponible en: https://
compound.finance/

6. Synthetix, sistema financiero descentralizado que permite la
creacion y comercializacién de activos sintéticos sin propiedad di-
recta. Synthetix sirve como garantia para emitir activos como sUSD y
sBTC. En este caso, los titulares tienen participacion en el gobierno de
protocolos, recibiendo recompensas por ello. Disponible en: https://
www.synthetix.io/

7. Nexus Mutual es una comunidad descentralizada que ofrece una al-
ternativa a los sequros tradicionales a través de la cadena de bloques
Ethereum para compartir riesgos y proteccion de pérdidas financieras
en DeFi y riesgos digitales. Funciona como una organizacién mutua,
facultando a los miembros para gobernar y participar en un sistema
colectivo de gestién de riesgos desprovisto de intermediarios central-
izados. Disponible en: https://nexusmutual.io/
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1.2. Principales actores del ecosistema.

En el ndcleo del ecosistema DeFi se encuentran una
variedad de actores diferentes con distintos tipos de
participacion, y las interacciones de estos actores defi-
nen la complejidad y el perfil de amenaza del conjunto:
a) los desarrolladores, que son los arquitectos del
sistema, son responsables de escribir el codigo de los
contratos inteligentes que son la base de los protocolos.
La filiacion de estos equipos puede ser abierta, pero
también andnima o seudénima, lo cual hace complejo
asignar responsabilidades (Sant’Ana Costa, 2024); b) los
auditores de seguridad son las empresas o especialistas
en ciberseguridad que examinan el contrato codificado
en busca de posibles amenazas de seguridad antes
de su lanzamiento y mientras esta en operacion. Sus
informes son importantes para mantener la confianza
en el mercado; el alcance real de su trabajo y su grado
de responsabilidad contintian siendo un tema de debate
(Xiao et al., 2024); c) los proveedores de interfaces, o
DApps; son responsables de disefiar las aplicaciones
web y moviles (DApps) que facilitan la interaccion del
usuario en la gestion de la complejidad de los con-
tratos inteligentes de manera sencilla. En la practica,
sirven como intermediarios, lo que puede significar
que tienen ciertas responsabilidades hacia el publico
responsable en cuanto a informacién y sequridad
(Lallai et al., 2020); d) Oraculos: servicios, centraliza-
dos y descentralizados—Chainlink es uno de los mas
conocidos®-, que conectan los contratos inteligentes
con el mundo exterior. Su funcién es suministrar datos
cruciales, como la cotizacion de activos o el resultado
de eventos, que son indispensables para la correcta
ejecucion de los protocolos. La fiabilidad y seguridad
de estos oraculos son, por tanto, de vital importancia
(Manda & Katneni, 2024); e) Organizaciones Autdnomas
Descentralizadas (DAOs): entidades cuya gobernanza
recae en los poseedores de tokens, quienes votan para

8. Chainlink es una red Oracle descentralizada que facilita la inte-
gracién segura de blockchain y datos del mundo real para contratos
inteligentes. Su token nativo, LINK, incentivard a los operadores de no-
dos para la validacion de la informacién y la mejora de la seguridad de
la red. Disponible en: https://chain.link/
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tomar decisiones clave sobre el futuro del protocolo,
como laimplementacion de actualizaciones, el ajuste
de parametros o la gestién de los fondos de la teso-
reria. El estatus juridico de estas organizacionesy la
responsabilidad legal de sus miembros son alin areas
de granincertidumbre (Thomason & Ivwurie, 2023); f)
Proveedores de liquidez: usuarios que aportan capital
alos protocolos depositando sus activos. Esta liquidez
es fundamental para facilitar operaciones como inter-
cambiosy préstamos, y a cambio reciben comisiones o
recompensas, asumiendo a su vez riesgos especificos
(Aigner & Dhaliwal, 2021); y g) Usuarios finales: indivi-
duos e instituciones que utilizan los protocolos DeFi
para acceder a una variedad de servicios financieros.
Este grupo es muy heterogéneo, con niveles muy dis-
pares de conocimiento técnico y de aversion al riesgo
(Gogol et al., 2024).

1.3. Riesgos y vulnerabilidades especificas.

Las finanzas descentralizadas (DeFi) constituyen un
nuevo arquetipo de innovacién financiera, que estan
vulnerables a una serie de riesgos que han significado
pérdidas cuantiosas para sus usuarios (Komal, 2024).
Desafios y amenazas que no pueden ser mirados a la
ligera y que se manifiestan en multiples niveles del
ecosistema.

En el nlcleo técnico, las vulnerabilidades en los con-
tratos inteligentes constituyen una de las amenazas
mas criticas. Errores de programacion (bugs), como
los ataques de reentrada (reentrancy), desbordamien-
tos de enteros o una ldgica de permisos defectuosa,
pueden ser explotados por actores maliciosos para
comprometer los fondos de un protocolo (Dhillon &
Mehrotra, 2024).

Otro vector de ataque relevante es la manipulacion
de oraculos. Dado que los contratos inteligentes
dependen de fuentes de datos externas para operar,
la alteracién de esta informacién —por ejemplo,
manipulando precios a través de préstamos flash—
puede inducir liquidaciones indebidas y extraer valor
de manera fraudulenta.
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Desde un punto de vista estructural, surgen riesgos
de gobernanzay sistémicos. Las decisiones adoptadas
por DAOs, aunque democraticas en teoria, pueden ser
perjudiciales para la estabilidad del protocolo si actores
con intereses maliciosos logran acumular suficiente
poder de voto. Ademas, la alta interconexion entre
protocolos—una caracteristica clave de DeFi conocida
como “componibilidad”— puede amplificar los fallos,
generando efectos en cascada donde la crisis de un
solo protocolo se propaga a otros dependientes.

Finalmente, el ecosistema esta expuesto a riesgos de
mercado y regulatorios. La notoria volatilidad de los
criptoactivos, junto con fenémenos como la pérdida
transitoria en los pools de liquidez y los fallos en los
mecanismos de estabilizacion de stablecoins algoritmi-
cas, cuyo ejemplo mas notorio fue el colapso de Terra/
Luna, exponen a los usuarios a pérdidas abruptas. A
esto se suma la incertidumbre del marco legal, la po-
sibilidad de acciones regulatorias y la ausencia de los
mecanismos de proteccion al inversor que caracterizan
las finanzas tradicionales (Weaver, 2018).

2. MARCO JURIDICO CHILENO
APLICABLE A DeFl.

2.1. Analisis de la Ley N° 21.521 (Ley Fintech) y su
alcance en materia de DeFi.

La Ley N° 21.521, promulgada el 3 de febrero de 2023,
representa el primer esfuerzo legislativo en Chile
por establecer un marco general para los servicios
financieros basados en tecnologia (Quezada, 2024).
Su objetivo conforme a su articulo 1° es “establecer un
marco general para incentivar la prestacién de servicios
financieros a través de medios tecnolégicos”, conocida
como Ley Fintech, descansa en principios fundamen-
tales como la inclusién financiera, la promocion de la
competencia, la proteccion al cliente, el resguardo
de datos y la estabilidad financiera, buscando fo-
mentar la innovacion sin desatender la sequridad del
sistema (Luco & Santander, 2023). En ese sentido, la
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naturaleza intrinsecamente descentralizada de DeFi
plantea desafios interpretativos y de aplicacion que
la Ley, en su concepcion actual, no logra abordar de
manera exhaustiva.

Esta Ley, en su afan por abarcar la novedad, opta por
una definicion amplia de “activos financieros virtua-
les o criptoactivos”, describiéndolos en su articulo 3,
numeral 3°, como “representacion digital de unidades de
valor, bienes o servicios, con excepcion de dinero [...] que
pueden ser transferidos, almacenados o intercambiados
digitalmente”. Esta amplitud, aunque inicialmente parece
unaventaja, soslaya una distincion fundamental entre
las multiples tipologias de criptoactivos que proliferan
en el ecosistema DefFi, tales como los tokens de pago,
de utilidad, de seguridad o de gobernanza (Sotelo,
2024). La ausencia de una categorizacion mas fina no
es un detalle menor. Por el contrario, siembra ambi-
gliedades en la aplicacion de la normativa a la vasta
y a menudo desconcertante gama de tokens que dan
vida a los protocolos descentralizados (Castillo, 2025).
A modo de ejemplo, en un token de gobernanza que
confiere derechos de voto en una DAQ, su naturaleza
podria no amoldarse con facilidad a las categorias
tradicionales de valores o instrumentos financieros,
complicando sobremanera su encuadre regulatorio
(Dotan et al., 2023).

El articulo 2 de la Ley N° 21.521 despliega un catalogo
de servicios financieros tecnoldgicos bajo su érbita
regulatoria mediante la fiscalizacion de la Comisién
para el Mercado Financiero (CMF)?, abarcando desde
plataformas de financiamiento colectivo hasta sistemas
alternativos de transaccién, pasando por la asesoria
crediticiay de inversion, y la custodia de instrumentos
financieros (Hormazabal, 2023). Es innegable que, a
primera vista, algunos de estos servicios hallen re-
sonancia funcional en el universo DeFi; los exchanges
descentralizados (DEX), por ejemplo, operan como
sistemas alternativos de transaccion, y los protocolos
de préstamo descentralizados bien podrian conside-

9. La Comisién paras el Mercado Financiero, disponible en: https://www.
cmfchile.cl
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rarse analogos a plataformas de financiamiento (Zhou
& Qin, 2024). Una lectura atenta de la Ley sugiere
que su marco conceptual se disefié pensando en la
regulacion de entidades centralizadas que se valen
de la tecnologia para ofrecer servicios financieros, y
no tanto en laidiosincrasia de los protocolos intrinse-
camente descentralizados, cimentados en contratos
inteligentes y gobernados por DAOs (Sotelo, 2024).

Un aspecto crucial es la sujecion de los prestadores a
la fiscalizacion de la CMF, requiriendo inscripcion en
un Registro de Prestadores de Servicios Financieros,
conforme lo dispone el articulo 4 de la Ley Fintech y,
para ciertos servicios y actividades, autorizacion previa
segln lo dispuesto en el articulo 7 del mismo cuerpo
legal. La traslacion de estos requisitos al ambito de
los protocolos DeFi, que a menudo carecen de una
entidad central identificable o que son gobernados
por DAOs con participantes anénimos o pseudénimos,
se revela como una tarea de complejidad maydscula.
Lainterrogante cardinal de jquién debe inscribirse? o
;quién ha de solicitar la autorizacién? permanece sin
una respuesta clara, lo que pone de manifiesto una
laguna regulatoria de considerable calado frente a la
naturaleza distribuida de las finanzas descentralizadas.

La Ley Fintech, en suintento de asegurar la proteccion
del cliente en el modelo financiero tradicional, impone
a los prestadores una serie de obligaciones sustanti-
vas: deberes de informacién (articulo 8), idoneidad
(articulo 9), garantias (articulo 10), mantenimiento
de un patrimonio minimo (articulo 11) y la adopcién
de estructuras de gobierno corporativo (articulo 12)
(Gonzalez-Gutiérrez, 2025). De este modo, la trans-
posicion de estas exigencias al intrincado contexto
de DeFino es un ejercicio trivial, sino que se topa con
desafios estructurales.

En cuanto a los conceptos de gobernanza corporativa
en las DAOs, la idea misma de aplicar requisitos de
gobernanza corporativa en una DAQ, en la que las
determinaciones corresponden a una comunidad de
poseedores de tokens, es conceptualmente dificil.
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Las DAOs, por definicidn y estructura, carecen de los
cuerpos administrativos y de gestion que caracteri-
zan a las estructuras empresariales convencionales.
Su gobernanza se estructura mediante mecanismos
algoritmicos y votaciones en cadena, lo que requiere
de unaaguda reinterpretacion de los requisitos legales
oincluso de una reforma legislativa que reconozca la
singularidad de estas arquitecturas (Ding et al., 2023).

2.2. La Responsabilidad civil en la Ley Fintech: Una
remision genérica.

En materia de responsabilidad civil, la Ley Fintech es
escueta. El articulo 10 en su inciso primero se limita
en sefialar que los prestadores responderan “por los
eventuales perjuicios que pudieren ocasionar a sus clientes
por sus acciones u omisiones en la prestacion de los servi-
cios. Las entidades antes indicadas responderdn de culpa
leve en la prestacion de los servicios antes mencionados”.
Asimismo, el inciso segundo del mismo articulo dis-
pone “La garantia deberd constituirse mediante boleta
bancaria o pédliza de sequros por el monto que determine
la Comisién, segtin los pardmetros establecidos mediante
norma de cardcter general en consideracioén al impacto
0 perjuicio potencial que pueda ocasionar la entidad a
su cliente en atencion al o los servicios prestados, la ca-
lidad del gobierno corporativo y gestion de riesgos de la
entidad”. Esta remision genérica, lejos de ofrecer un
marco claro, implica que la determinacion de la res-
ponsabilidad civil en el complejo universo DeFi debe,
forzosamente, anclarse en las normas generales del
Codigo Civil y en otras leyes especiales, como la Ley
de Proteccion de los Derechos de los Consumidores
(LPDC). La ausencia de un régimen de responsabilidad
disefiado especificamente para las particularidades de
los protocolos descentralizados no hace sino generar
un vacio legal, una zona de penumbra que sume en
la incertidumbre juridica a operadores y usuarios,
quienes se ven obligados a transitar un terreno donde
los principios tradicionales del derecho chocan fron-
talmente con la vertiginosa innovacién tecnoldgica
(Reyes & Garate, 2021).
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En sintesis, la Ley Fintech representa un paso adelante
enlaregulacién de los servicios financieros tecnolégicos
en Chile, al reconocer la existencia de los criptoactivos
y establecer un marco para ciertos prestadores. Pese a
ello, su enfoque, centrado en intermediarios centra-
lizados, deja lagunas y desafios sin resolver en lo que
respecta a la naturaleza descentralizada de DeFi, espe-
cialmente en laidentificacion de los sujetos obligados
y la aplicacién de los regimenes de responsabilidad.
Esta situacion subraya la necesidad de una evolucion
regulatoria que contemple las especificidades de
la descentralizacidn para garantizar una proteccion
efectiva y una seguridad juridica adecuada en este
sector emergente.

2.3. Régimen general de responsabilidad civil en el
Cadigo Civil chileno

Dada la ausencia de un régimen especifico de la Ley
Fintech en lo que a responsabilidad civil se refiere, la
blsqueda de un marco juridico que permita dirimir los
conflictos que surgen en el ecosistema de las DeFinos
reconduce, ineludiblemente, a las normas generales
del Cédigo Civil (CC). Este cuerpo normativo, pilar
del derecho privado concebido en una era predigital,
ofrece una regulacién amplia para la responsabilidad
contractual y extracontractual. Ademas, su aplicacion
alassingularidades de DeFino es una tarea mecanica,
sino que, al contrario, produce tensiones y desafios
interpretativos de una magnitud considerable (Wei-
denslaufer & Wilkins, 2020).

2.3.1. La responsabilidad contractual y la nocion de
contrato en DeFi.

La responsabilidad contractual, como es sabido,
encuentra su génesis en el incumplimiento de una
obligacién que emana de un contrato legalmente
celebrado (Barros, 2008). El articulo 1545 del CC, con
su célebre adagio de que “todo contrato legalmente
celebrado es una Ley para los contratantes”, constituye
un principio fundamental que consagra la siguiente
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locucion latina “pacta sunt servanda™°. De este modo, al
adentrarnos en el universo DeFi nos topamos con una
dificultad primordial, cual es la determinacién misma
de la existencia de un “contrato valido” en el sentido
que el derecho civil tradicional le ha consagrado.
Con mayor detalle deben considerarse las siguientes
observaciones:

a) La formacion del consentimiento en la era de los con-
tratos inteligentes: la doctrina civilista, con su arraigada
tradicion, demanda conforme al articulo 1445 CC para
su validez la concurrencia de los siguientes elementos
de todo contrato: consentimiento, capacidad, objeto
y causa (Vial, 2003). En el universo de los contratos
inteligentes la expresion de la voluntad se materializa
mediante interacciones directas con el codigo en la
cadena de bloques (Joshi et al., 2023). Aqui surge la
pregunta medular: jes esta interaccion equiparable
a la formacién de un consentimiento genuinamente
libre einformado? Aun cuando el derecho contemple la
validez de los contratos electrénicos, la peculiaridad de
los smart contracts se manifiestaen que la “contraparte”
constituye esencialmente un cédigo autoejecutable,
no una personajuridica o natural en el sentido clasico
(Nazarov, 2024). Esta particularidad abre un abanico
de interrogantes sobre la verdadera voluntad de las
partesy silamerainteraccién con un algoritmo puede
satisfacer los exigentes requisitos de consentimiento
que el Cadigo Civil establece, maxime cuando el usuario
promedio podria carecer de una comprension cabal de
laldgicaintrincada que subyace al codigo (“Consent to
Automated Reputational Profiling Requires Transpa-
rency of the Underlying Algorithm” 2022); b) La elusiva
identificacion de las partes: la esencia seudénimao, en
ocasiones, completamente anénima de un sinnimero
de participantes en el ecosistema DeFi se posiciona
como una barrera para la identificacion de las partes
contratantes. Este es un requisito sine qua non para

10. Por esto se entiende que “los pactos deben cumplirse”, puesto
que los acuerdos y contratos obligan a las partes a cumplirlos, por ser
son legalmente vinculantes. Es esencial tanto en el derecho civil, para
la validez de los contratos, como en el derecho internacional, para
asegurar que los tratados se respeten de buena fe.
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la correcta configuracion de la relacion juridica y, por
consiguiente, para la atribucién de responsabilidad
contractual. En ausencia de un deudor o un acreedor
claramente individualizado, la aplicaciéon de las nor-
mas de responsabilidad se convierte, en la practica,
en una quimera (Napieralska & Kepczynski, 2024); y
c) Términos de servicio y la sombra de los contratos
de adhesion™ aunque los términos de servicio que
acompanan a las interfaces web, las cuales fungen como
puertas de entrada a los protocolos DeFi, podrian en
una primera aproximacion ser asimilados a contratos
de adhesidn, su validez y, sobre todo, su alcance juri-
dico, se prestan a una discusion profunda (Abdullah
& Yihan, 2022). Esta controversia se agudiza si tales
documentos incluyen estipulaciones que eximen de
manera desproporcionada la responsabilidad o que,
por su contenido, podrian ser tildadas de abusivas.
Los contratos inteligentes son en esencia meros
protocolos que ejecutan términos preestablecidos, a
pesar de que no siempre logran satisfacer la totalidad
de los requisitos juridicos que el derecho civil chileno
exige para la correcta formacion del consentimiento
contractual (Ferreira, 2023).

En caso de admitirse un vinculo contractual, el incum-
plimiento de las “promesas” de rendimiento o seguridad
-expresadas en whitepapers o interfaces- podria generar
responsabilidad. Si bien en materia de responsabilidad
contractual la culpa se gradua, el estandar de diligencia
aplicable seria la regla general, que constituye la culpa
leve, regulada en el articulo 44 CC™.

11. Un contrato de adhesidn constituye un acuerdo legal en el que una
de las partes (el proveedor) delinea los términos y disposiciones con
anticipacion, mientras que a la otra parte (el consumidor o suscriptor)
se le otorga la Unica opcidn de aceptar o rechazar el contrato en su
totalidad, sin la capacidad de participar en la negociacion o alter-
acion de los términos estipulados. Estos contratos son utilizados para
facilitar la contratacion de servicios estandarizados.

12. La culpa leve, conforme al articulo 44 del Cédigo Civil, es la falta
de la diligencia y cuidado que una persona ordinaria emplea en sus
propios asuntos. Esta de culpa se vincula con el patrén de comporta-
miento de un “buen padre de familia” y se aplica en casos donde no
hay otra especificacion de culpa, significando una responsabilidad
por el descuido que una persona comln cometeria en sus negocios.
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2.3.2.Laresponsabilidad extracontractual y los desafios
de la descentralizacion.

La responsabilidad extracontractual, fundamentada
en el articulo 2329 CC bajo el principio “todo dafio que
pueda imputarse a malicia o negligencia de otra persona
debe ser reparado por ésta”, se aplica en ausencia de
un vinculo contractual y requiere la concurrencia
de un hecho ilicito mediante una conducta dolosa o
culposa conforme lo dispone el articulo 44 CC, que
cause dafio y una relacion de causalidad entre ambos
en los términos del articulo 2314 CC (Corral, 2013). Esto
podria ser relevante para situaciones donde no hay una
relacion contractual clara, es decir, entre proveedores
de ordculos, miembros de DAO, o incluso los desa-
rrolladores iniciales de un protocolo. Sus requisitos
pueden verificarse de la siguiente manera:

a) Elactoilicitoy lafigura del agente de dafio: en el caso
de DeFi, un acto ilicito puede realizarse de diferentes
maneras en el espacio DeFi, ya sea hackeando el pro-
tocolo, explotando una vulnerabilidad de un contrato
inteligente, o incluso manipulando el mercado (Car-
pentier-Desjardins et al., 2025). Vale la pena destacar
que el anonimato o el seudonimato de los actores en
la blockchain dificulta sobremanera la atribucion de
un hecho ilicito a una persona o entidad especifica.
Cuando un contrato inteligente ejecuta una accién
que deviene en dafio debido a un error en su l6gica, la
pregunta sobre la responsabilidad se torna compleja:
irecaeenlos desarrolladores originales, aun cuando el
protocolo seainmutable y ya no ejerzan control sobre
él? sEn los validadores de la red? ;En los poseedores
de tokens de gobernanza que, mediante su voto, apro-
baron una actualizacion defectuosa? La ausencia de
una persona natural o juridica claramente identificable
como agente complica, en grado sumo, la aplicacion
de este principio fundamental del derecho (Linoy et al.,
2021); b) Culpa o dolo en entornos descentralizados:
la responsabilidad extracontractual requiere la prue-
ba de la culpa o dolo (Schiele & Tocornal, 2010). En
DefFi, la culpa podria configurarse por negligencia en
el desarrollo (desplegar cédigo con vulnerabilidades
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conocidas o facilmente detectables), en la auditoria
(realizar una revision superficial que omite errores criti-
cos) o en lagobernanza (aprobar propuestas riesgosas
sin la debida diligencia) (Ma et al., 2023). En materia
extracontractual, la culpa es una sola, no se gradia; y
c) Dafo y causalidad: |a existencia de un dafio y una
relacion de causalidad directa entre el hechoiilicito y el
dafio son elementos indispensables (Cardenas, 2006).
La volatilidad caracteristica de las criptomonedas hace
dificil la medicién del dano patrimonial. Asimismo,
establecer un nexo causal directo entre una falla del
protocolo y el perjuicio sufrido por un usuario puede
ser extremadamente complejo, especialmente en
un ecosistema interconectado donde un fallo en un
protocolo puede tener efectos en cascada sobre otros
(Liu et al., 2023).

Con todo, los articulos 2320 y siguientes del CC, es-
tablecen presunciones de responsabilidad, en que se
presume culpabilidad en ciertos dafios que no ocurririan
sin negligencia; a modo de ejemplo, responsabilidad
de los progenitores respecto a los hechos de sus hijos,
responsabilidad de los dueinos de animales causados
por los mismos animales, explosion, ruina de edifi-
cio, entre otros. De este modo, esta responsabilidad
podria aplicarse por analogia a fallos catastroficos en
protocolos DeFi que, segin estandares técnicos, no
deberian ocurrir sin negligencia grave.

2.4. Aplicabilidad delaLey N°19.496 sobre proteccion
de los derechos de los consumidores.

La Ley N° 19.496, promulgada en 1997 y cuya Gltima
modificacién data de 2021 (Ley N° 21.320), conocida
como Ley de Proteccion de los Derechos de los Con-
sumidores (LPDC)?, esta disefiada para salvaguardar
los intereses de los usuarios frente a las relaciones de
consumo (Baraona, 2014). Su aplicacion al ecosistema
DeFi es complejo y se convierte en un campo abierto

13. La Ley 19.496, establece normas sobre Proteccién de los Derechos
de los Consumidores, disponible en: https://www.bcn.cl/leychile/
navegar?idNorma=61438
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para el debate juridico, toda vez que la naturaleza
misma de DeFi desafia los mecanismos de proteccién
tradicionales que la LPDC contempla.

La LPDC es aplicable si se configura una relacién de
consumo, en virtud del articulo 1, donde personas
naturales o juridicas en su calidad de consumidores
o usuarios adquieren o disfrutan servicios DeFi de
“proveedores” -desarrolladores, DAOs, interfaces- que
habitualmente desarrollan estas actividades. Aunque
muchos protocolos no cobran tarifas directas, podria
argumentarse onerosidad por comisiones de transaccion
o incentivos tokenizados que tienen valor econémico
(Sompolinsky & Zohar, 2017).

2.4.1.LaRelacion de consumo: Los roles de proveedor
y consumidor en DeFi

La piedra angular de la LPDC es la existencia de una
“relacion de consumo”, que se configura entre un
“proveedor” y un “consumidor”.

El consumidor en el laberinto DeFi: la LPDC, en su
articulo 1 N°1, define al consumidor como “la persona
natural o juridica que, en virtud de cualquier acto juridico
oneroso, adquiere, utiliza o disfruta, como destinatario final,
bienes o servicios”. A priori, un cliente que interactta
con un protocolo DeFi, sea el motivo pedir un crédito,
intercambiar criptomonedas o aportar liquidez, podria
en teoria caer en esta definicion, siempre y cuando su
movil sea el uso final y no la agregacion en una cadena
productiva o comercial. A mayor abundamiento, la
frontera entre el “inversor” (quien asume riesgos de
mercado y por ende no goza de la proteccion de la
LPDC)y el “consumidor” (quien busca un servicio para
su uso personal y esta amparado por la ley) se torna
difusa en el contexto DeFi. Un nimero considerable
de usuarios se adentra en este ecosistema con un
claro animo especulativo o de inversion, persiguien-
do rendimientos financieros, lo que lo distingue del
arquetipo de consumidor tradicional. A ello se suma
la sofisticacion técnica que a menudo se requiere para
operar con ciertos protocolos, asi como la participa-
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cién en la gobernanza de DAOs o en la provision de
liquidez, elementos que podrian argumentarse que
los distancian del perfil de consumidor pasivo que la
LPDC busca tutelar (De la Maza, 2021).

El proveedor en el ecosistema DeFi: la nocién de “pro-
veedor” se torna alin mas compleja. La LPDC en su
numeral 2°del articulo 1, lo concibe como “las personas
naturales o juridicas, de cardcter ptblico o privado, que
habitualmente desarrollen actividades de produccion,
fabricacién, importacién, construccion, distribucién o
comercializacion de bienes o de prestacion de servicios
a consumidores, por las que se cobre un precio o tarifa”.
Sin embargo, en el universo DeFi, la identificacion de
un proveedor en el sentido tradicional es en la mayoria
de los casos una verdadera quimera, por las siguientes
razones: a) Protocolos auténomos y la inmutabilidad
de los contratos inteligentes: una porcion considerable
de los servicios DeFi se articula a través de protocolos
auténomos, que operan mediante contratos inteligen-
tes inmutables desplegados en una blockchain. Estos
protocolos, por su propia naturaleza, no son personas
naturales nijuridicas, que una vez puestos en marcha,
pueden funcionar sin que se requiera la intervencion
directa del hombre. Atribuir la calidad de proveedor
a un mero cédigo representa un desafio conceptual y
practico de envergadura, por su naturaleza impersonal;
b) Organizaciones autobnomas descentralizadas (DAOs)
y la ausencia de personalidad juridica: las DAOs, que
con frecuencia ejercen la gobernanza de los protocolos
DeFi, son estructuras de toma de decisiones distribuidas
que carecen de la personalidad juridica tradicional.
Calificarlas como proveedor resulta complejo, pues
no se ajustan a la definicién legal. La imputacion de
responsabilidad de proveedor a una DAO, que es una
colectividad de individuos, muchas veces seudénimos
y dispersos geograficamente, genera un obstaculo
(Hassan & De Filippi, 2021); y c) Desarrolladores y
contribuyentes: los desarrolladores que inicialmente
crearon un protocolo pueden haber cedido comple-
tamente su control. Los contribuyentes posteriores
pueden operar en el anonimato. La idea de que un
desarrollador sea responsable de forma indefinida por
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un protocolo sobre el cual ya no ejerce control choca
frontalmente con los principios de la descentralizacion.
Solo aquellos intermediarios centralizados que facilitan
el acceso a los protocolos DeFi mediante interfaces
de usuario o servicios de oraculo podrian, con mayor
plausibilidad, ser considerados proveedores bajo la
LPDC, dado que actian como entidades identificables
que prestan un servicio a cambio de una remuneracién
(Nadler et al., 2023).

Asi, la dificultad para identificar al proveedor crea un
vacio de responsabilidad. Si no hay un sujeto claramen-
te identificable a quien exigir el cumplimiento de las
obligaciones de la LPDC, la proteccién del consumidor
se vuelve ilusoria.

2.4.2. Disposiciones clave de la LPDC y sus barreras
de aplicacion en DeFi.

La LPDC, en su espiritu protector, consagra una serie de
derechosy deberes que, en principio, buscan salvaguardar
al consumidor. Pero, su aplicacion en el ecosistema DeFi
se torna engorrosa por las siguientes razones:

a) El derecho a la informacion en la descentralizacion
(articulo 3 letra b y 10 LPDC): consagra el derecho
inalienable de los consumidores a recibir informacion
veraz, oportuna, claray comprensible sobre los bienes
y servicios que se les ofrecen, incluyendo sus riesgos
y condiciones (Perret et al., 1999). En el universo DeFi,
la informacion técnica relativa al funcionamiento
de los protocolos -el cddigo subyacente, los riesgos
inherentes a los contratos inteligentes, la volatilidad
delos activos- es abundante. Ahora bien, esta riqueza
informativa se ve empanada por su frecuente inacce-
sibilidad o, peor aun, por su incomprensibilidad para
el usuario promedio. Surge entonces una pregunta
crucial: jquién asume la responsabilidad de decodifi-
car y traducir esta informacion técnica a un lenguaje
que el consumidor pueda asimilar en un entorno
tan descentralizado? (Arancibia & Rojas, 2024); b)
El derecho a la seguridad en el consumo (articulo 3
letrady 23 LPDC): este derecho fundamental implica
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que los servicios ofrecidos no deben entrafiar riesgos
irrazonables para la seguridad de los consumidores. En
el ecosistema DeFi, los riesgos de seguridad no son
una excepcion, sino una caracteristica inherente. Las
vulnerabilidades en los contratos inteligentes, ataques
informaticos (hackeos) y manipulaciones de mercado
son peligros latentes. La pregunta que emerge con
fuerza es: jquién asume la responsabilidad por esta
seguridad cuando no existe un proveedor centraliza-
do? La “seguridad” en DeFi se cimienta en larobustez
del coédigo y en la calidad de las auditorias. De igual
manera, la experiencia ha demostrado que incluso los
protocolos mas rigurosamente auditados pueden ser
objeto de fallos o ataques, dejando a los usuarios en
una posicion de vulnerabilidad (Ruggieri,2021); c) La
prohibicion de clausulas abusivas (articulo 16 LPDC):
la LPDC, en su afan por proteger al consumidor, pros-
cribe aquellas clausulas que “causen un desequilibrio
importante en los derechos y obligaciones que para las
partes se deriven del contrato”. Conviene recordar que
los contratos inteligentes, al ser esencialmente cédi-
go, no contienen “clausulas” en el sentido tradicional
del derecho. A pesar de ello, la lI6gica programada en
su interior podria en la practica generar resultados
que, si se tratara de un contrato convencional, serian
indudablemente considerados abusivos. La dificultad
cardinal reside entonces en como discernir, identificar
y, mas aun, anular una “clausula abusiva” incrustada
en un codigo inmutable y autoejecutable, una tarea
que desafia laintervencion judicial en la autonomia de
la voluntad (Garcia, 2020); d) La responsabilidad por
productos o servicios defectuosos (articulo 20 LPDC):
esta disposicion confiere al consumidor el derecho a
elegir entre lareparacion, el reemplazo o la devolucién
del dinero ante la presencia de defectos en un producto
o servicio. En el ambito DeFi un “servicio defectuo-
so” podria materializarse en un contrato inteligente
que, debido a un error o bug, ocasiona pérdidas a los
usuarios. Ilgualmente, la inmutabilidad inherente a la
tecnologia blockchain, sumada a la ausencia de una en-
tidad central que pueda ser compelida a ejecutar estas
acciones reparadoras, genera barreras significativas
e, incluso, insuperables para la efectiva reparacion o
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devolucién, dejando al consumidor en una posicion
de desamparo (Wilkins, 2019); y e) Los procedimientos
colectivos (articulos 50 y siguientes LPDC): se prevé la
existencia de procedimientos colectivos, concebidos
para la tutela de intereses difusos o colectivos de los
consumidores. En teoria, un incidente como un hackeo
masivo que afecte a mdltiples usuarios de un protocolo
DeFi podria, en principio, justificar la interposicion de
una accion colectiva. De este modo, la ausencia de un
proveedor claramente identificable contra quien dirigir
tal accion constituye un obstaculo insalvable, dejando
esta valiosa herramienta de proteccion colectiva en
gran medida inoperante en el ambito descentralizado
(Bozzo, 2019).

2.4.3.El precedente de sentencia N°189/2023 en causa
rol CN°349-18: TDLC rechaza demandas de Surbtc SpA,
Cryptomkt SpAy Orionx SpA en contra de bancos por
abuso de posicion dominante colectivo.

Por sentencia de 21 de diciembre de 2023, el Tribunal
para la Defensa de la Libre Competencia (TDLC) des-
estim6 demandas de Surbtc SpA, Cryptomkt SpA 'y
Orionx SpA en contra de los bancos Itad-Corpbanca,
Banco del Estado de Chile, Scotiabank Chile, Banco
de Chile, Santander-Chile, Banco Bice, Banco Bilbao
Vizcaya Argentaria Chile S.A., Banco Internacional y
Banco Security por presuntamente infringir los incisos
primero y segundo letra b) del articulo 3° del D.L. N°
211, de ejercer un abuso de posicién dominante co-
lectivo con el objeto de impedir, restringir o limitar la
participacion de intermediarios de criptomonedas, a
través del cierre de cuentas bancarias o por medio de
la negativa a su apertura. Los demandantes también
alegaron conductas auto protectoras y diversas formas
de conducta anticompetitiva en contra de los bancos.
El Tribunal reconoci6 la posible presion competitiva de
los demandantes sobre los servicios bancarios, pero
encontré pruebas insuficientes para clasificarlos como
competidores. Ahora bien, la Corte examiné elementos
estructurales y conductuales pertinentes al presunto
abuso de dominio colectivo.
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En el elemento estructural, la Corte reconocio la
interdependencia estratégica en el mercado, pero
concluyé que no se cumplian los criterios de dominio
colectivo. En cuanto al elemento conductual, la Corte
determiné que las cuentas bancarias no son insumos
esenciales debido a la falta de limitaciones y ausencia
de pruebas de comportamiento colectivo abusivo.
En dltima instancia, el Tribunal evalu6 y ponderd la
evidencia ofrecida respecto de la conducta de cada
banco acusado, descartando que se hubieran configu-
rado las conductas imputadas, en cuanto se acreditd
la existencia de hechos que justifican las decisiones
adoptadas por los demandados, o bien la inexistencia
de una intencion seria de contratar por parte de las
demandantes.”

3. RESPONSABILIDAD CIVIL DE LOS
ACTORES EN EL ECOSISTEMA DeFl.

3.1. Desarrolladores de protocolos y contratos
inteligentes.

Los desarrolladores de protocolos y contratos inte-
ligentes ocupan una posicion clave en el ecosistema
DeFi, dada su capacidad para configurar la arquitectura
fundamental y las reglas operacionales de las plata-
formas. La evaluacién de su responsabilidad civil debe
efectuarse bajo un estandar de diligencia cualificado,
que excede la mera diligencia de un buen padre de
familia o comportamiento cuidadoso y se aproxima
a la lex artis propia de profesionales especializados.
Este estandar se justifica por la naturaleza intrinse-
camente financiera de los sistemas que disefan, la
inmutabilidad inherente a gran parte del cédigo una
vez desplegado, la asimetria informativa que existe
entre desarrolladores y usuarios, y la previsibilidad
de ataques o vulnerabilidades en un entorno de alto
valor econdmico.

La lex artis en el desarrollo de software sequro para
el ambito DeFi implica la observancia de un conjunto
de mejores practicas y estandares de la industria.
Entre estas se incluyen la realizacion de auditorias de
seguridad por terceros independientes y con probada
competencia técnica, la implementacién de pruebas
exhaustivas que abarquen desde unidades individuales
hasta laintegracién completa del sistema, incluyendo
técnicas como el fuzzing®™ y, cuando sea aplicable, el
analisis formal, la incorporacion de mecanismos de
seguridad intrinsecos al disefio del protocolo, tales
como pausas de emergencia, bloqueos temporales,
limites de transaccidn y sistemas de actualizacién
robustos y seguros. Adicionalmente, recae sobre los
desarrolladores un deber de diligencia en |a seleccién
y verificacién de componentes de terceros que sean
integrados en el protocolo, asegurando su fiabilidad
y seguridad. La responsabilidad que emane de estas
acciones u omisiones podria ser de naturaleza con-
tractual, en aquellos casos donde exista un vinculo
juridico directo con los afectados, o extracontractual,
conforme a las reglas generales del Cédigo Civil, parti-
cularmente el articulo 2314 y siguientes, que establecen
la obligacion de indemnizar el dafio causado por dolo
o culpa a otro (Parisi & Budorin, 2024).

3.2 Auditores de seguridad.

Los auditores de seguridad desempefian un rol criti-
co en la validacién de la robustez y fiabilidad de los
protocolos DeFi. Su responsabilidad primaria es de
indole contractual frente al cliente que los contrata
-generalmente el equipo desarrollador del protocolo-,
obligandose a cumplir diligentemente con el encargo
de auditoria. Ademas, su esfera de responsabilidad
puede extenderse al ambito extracontractual frente
a terceros, especificamente usuarios que, de manera
razonable, confian en los informes de auditoria publica-
dos para tomar decisiones de inversion o participacion
en el protocolo.

14. Sentencia N° 189/2023 en causa rol C N° 349-18 ante el Tribunal de
Defensa de la Libre Competencia, disponible en: https://www.tdlc.cl/
wp-content/uploads/2023/12/Sentencia_N_189-23.pdf
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15. Fuzzing son métodos utilizados en seguridad informatica para
identificar vulnerabilidades y errores de software mediante la entrada
de datos aleatorios.
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La determinacién de la culpa en la actuacion de un
auditor se evaluaria considerando diversos factores: el
alcance explicito de la auditoria, es decir, qué aspectos
del cédigo o del disefno del protocolo se comprometid
a revisar; la metodologia empleada, verificando si se
adhiri6 a estandares reconocidos en la industria de
la seguridad blockchain (como los propuestos por la
Ethereum Security Network o similares); la exhaustividad
del analisis realizado en relacién con la complejidad
del coédigo auditado; la correcta comunicacién de
los hallazgos, incluyendo la identificacion precisa de
vulnerabilidades y la adecuada ponderacién de su se-
veridad; y las representaciones pUblicas que el auditor
haya realizado respecto a la seguridad del protocolo
(Guandaru, 2023). La publicacién de un informe de
auditoria, al servir como una sefal de sequridad y
generar confianza legitima en la comunidad, impone
un deber de cuidado hacia los usuarios que se basan en
dicha informacion. Por cierto, la responsabilidad que
se le pueda exigir a sus auditores debe estar dentro
de canones razonables. Las auditorias, por su propia
naturaleza, no constituyen una garantia absoluta contra
laocurrencia de todo tipo de hackeos o explotacion de
vulnerabilidades, especialmente aquellas de caracter
novedoso o que emergen de ataques altamente sofisti-
cados. Un estandar de responsabilidad excesivamente
riguroso podria tener el efecto contraproducente de
desincentivar la actividad de auditoria o de elevar sus
costos a niveles prohibitivos, lo que en Ultima instancia
podria mermar la seguridad general del ecosistema DeFi
(Bourveau et al., 2024). La aplicacion de los articulos
2314 y siguientes del CC seria el marco para evaluar
esta responsabilidad extracontractual, siempre que
se acrediten los elementos de dafo, culpay relacion
de causalidad.

3.3.Proveedores de interfaces (DApps).

Los proveedores de interfaces, cominmente cono-
cidos como DApps (aplicaciones descentralizadas),
acttian como el principal punto de interaccién entre
la complejidad subyacente de los protocolos DeFiy el
usuario final. Esta posicion les confiere responsabilida-
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des particulares, que se distinguen de las que recaen
sobre el protocolo mismo.

Debido a su funcién habilitadora, los proveedores de
DApps deben proporcionar detalles veraces y completos
sobre los riesgos asociados con el uso del protocolo,
como funcionay las tarifas aplicables, de acuerdo con
los requisitos del Articulo 1546 del Cédigo Civil en
relacion con la buena fe en la ejecucion de contratos,
y el Articulo 3 de la Ley de Proteccion al Consumidor
referente al derecho a informacion clara y oportuna.

Adicionalmente, se les exige un deber de usabilidad y
disefio seguro, que minimice la probabilidad de errores
por parte del usuario y que advierta de manera explicita
sobre operaciones criticas. Esto implica una interfaz
intuitivay mecanismos de confirmacién robustos para
transacciones significativas. También recae sobre ellos
un deber de actualizacién constante de la interfaz para
reflejar cambios o mejoras en el protocolo subyacente,
y un deber de verificacion basica (due diligence minima)
para evitar la promocién negligente de protocolos
manifiestamente fraudulentos o inseguros. Su respon-
sabilidad civil se torna relevante ante representaciones
erréneas o enganosas, disefos de interfaz que inducen
a error, fallos propios de la aplicacion (por ejemplo,
la visualizacion de datos incorrectos) o la promocion
irresponsable de protocolos de alto riesgo. La LPDC
parece ser particularmente aplicable a estos actores,
dado que en muchos casos constituyen la cara visible
del servicio para el consumidor final, estableciendo
un marco de proteccion que puede ser invocado por
los usuarios afectados por su negligencia o dolo. La
responsabilidad podria derivar de los articulos 23 y
28 de la LPDC, que sancionan la informacion falsa
0 enganosa y el incumplimiento de las condiciones
ofrecidas, respectivamente, sin perjuicio de la apli-
cacion de las normas generales de responsabilidad
extracontractual del CC.
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3.4 Oraculos.

Los oraculos cumplen una funciéon esencial en el
ecosistema DeFi al suministrar datos externos (como
precios de activos, tasas de interés o resultados de
eventos) alos contratos inteligentes, permitiendo que
estos interactiien con el mundo real. Dada la criticidad
de lainformacion que proveen, la responsabilidad de
los oraculos puede ser tanto contractual, frente a los
protocolos que los utilizan y con los cuales han esta-
blecido un acuerdo de servicio, como extracontractual,
frente alos usuarios finales que resulten afectados por
lainexactitud o manipulaciéon de los datos (Eskandari
etal., 2021).

La apreciacion de la culpa de un oraculo se focalizaria
en la celeridad empleada en su operacion. Esto abarca
la metodologia de recoleccion y agrupamiento de
datos; las precauciones tomadas para prevenir un
manejo indebido de los datos; la claridad relativa a las
limitaciones propias del servicio, como los retrasos en
la actualizacion de datos o los riesgos de centraliza-
cion; y lavelocidad y eficacia en la correccion de datos
incorrectos una vez descubiertos. La responsabilidad
delos oraculos es muy importante en contextos donde
pueden producirse ataques de manipulacion de pre-
cios, como los flash loans™, atrasos considerables en la
actualizacién de datos cuando hay una alta volatilidad
de mercado, o problemas técnicos deriven en datos
claramente erréneos, lo que puede desatar liquidaciones
innecesarias de posiciones o ejecuciones contractuales
lesivas. Por su relevancia para la estabilidad y sequridad
de los variados protocolos DeFi, podria aducirse la
imposicion de un deber de diligencia fortalecido para
los oraculos, equivalente al que se aplica a las infraes-
tructuras criticas del mercado financiero tradicional
(Calderén Marenco et al., 2025). Los articulos 2314 y
siguientes del CC serian el fundamento para la accion
de responsabilidad extracontractual, requiriendo la

16. Los flash loans son préstamos descentralizados, sin garantias, fa-
cilitados por la tecnologia blockchain. El monto prestado y una tarifa
minima deben ser devueltos dentro de la transaccién originaria, o la
transaccion sera anulada.
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prueba del dafio, |a culpa del oraculo y el nexo causal
entre laaccién u omision culposay el perjuicio sufrido
por el usuario.

3.5. Miembros de DAOs.

La calificacién juridica de las DAOs en el ordenamien-
to juridico chileno representa uno de los desafios
mas complejos, ya que su naturaleza distribuida, la
ausencia de una personalidad juridica tradicional y la
participacion seudénima de sus miembros dificultan
su encuadre en las categorias existentes (Kim & Jung,
2024). Podrian en principio asimilarse a figuras como
las sociedades de hecho (articulos 2057 y 2094 del
CC), comunidades (articulo 2304 del CC) o asociacio-
nes de hecho, aunque ninguna de estas analogias es
perfecta. Si se les considerara sociedades de hecho,
los miembros podrian enfrentar una responsabilidad
personal eilimitada por las obligaciones sociales, si bien
laidentificacion de los responsables y la ejecucion de
sentencias se presentarian como obstaculos practicos
de gran envergadura.

Alternativamente, podria explorarse una responsabilidad
extracontractual individual de aquellos miembros que
hayan participado activamente en latoma de decisiones,
por ejemplo, votando a favor de propuestas manifies-
tamente negligentes o dafinas. Esta responsabilidad
seria particularmente exigible a aquellos con roles
especiales dentro de la DAO, como desarrolladores
principales, miembros de comités técnicos o grandes
tenedores de tokens de gobernanza, quienes por su
influencia y/o conocimiento podrian tener un deber
de diligencia reforzado (Kitzler et al., 2023). La mera
posesion pasiva de tokens de gobernanza, sin una
activa participacion en la gobernanza o en latomade
decisiones que causen un dafio, dificilmente genera-
ria responsabilidad personal. La aplicacion practica
de estos principios enfrenta desafios considerables,
incluyendo la identificacién de miembros seud6nimos,
la determinacion de la jurisdiccion aplicable en un
entorno globaly la prueba de la relacién de causalidad
entre un voto individual y el dafio producido. La falta
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de una regulacion particular para las DAOs en Chile
compele a unainterpretacion analégica y creativa de
las normas existentes, teniendo eso si siempre presente
los principios generales que rigen la responsabilidad
civil y la proteccion de aquellos que son afectados.

3.6. Usuarios.

La participacion de los usuarios en el ecosistema DeFi
no los exime de toda responsabilidad, especialmente
en lo que respecta a la diligencia que deben observar
al interactuar con estos protocolos. La figura de la
culpa de la victima, contemplada en el articulo 2330
del CC, puede operar como un factor atenuante o
incluso eximente de responsabilidad para los demas
actores, si se demuestra que el usuario actué con una
falta de diligencia basica. Esto podria incluir no realizar
una investigacion minima sobre el protocolo, ignorar
advertencias explicitas de riesgo, utilizar protocolos
experimentales de manera consciente sin comprender
sus implicaciones, interactuar con el sistema sin una
comprension fundamental de su funcionamiento, o
ser negligente en la custodia de sus claves privadas
(Saengchote et al., 2023).

De la misma manera, la determinacién de la culpa del
usuario debe ser ponderada cautelosamente, teniendo
en cuenta la asimetria informativa, el grado de dificul-
tad técnica de los protocolos DeFiy las facilidades de
uso desarrolladas por los proveedores de interfaces.
La validez del consentimiento informado, a menudo
materializado a través de disclaimers o términos de
servicio, requiere que la informacién sobre los riesgos
especificos sea clara, comprensible y oportuna, y no
meras clausulas genéricas que busquen una renuncia
anticipada de derechos (Farkas et al., 2023). En este
sentido, la LPDC en su articulo 16 limita la validez de
clausulas abusivas que impliquen una renuncia antici-
pada de derechos por parte del consumidor. Es crucial
distinguir entre usuarios sofisticados, quienes por su
experiencia y conocimiento podrian tener un mayor
deber de diligencia en la comprensién y evaluacion
de los riesgos, y usuarios minoristas (retail), que por
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su menor experticia merecen una mayor proteccion
juridica y a quienes se les debe exigir un estandar de
diligencia menos riguroso. La aplicacién de la culpa de
la victima debe ser contextualizada y no puede servir
como un pretexto para eximir de responsabilidad a
actores que han incumplido sus propios deberes de
diligencia y transparencia.

4. CAUSALIDAD Y DANO EN
ENTORNOS DESCENTRALIZADOS.

4.1. Desafios probatorios de la relacion causal.

La determinacion del nexo causal entre una accion
especifica, como la implementacién de cédigo vul-
nerable, y el perjuicio resultante, ejemplificado por la
pérdida de fondos en el ambito de DeFi, presenta una
dificultad que se acentta por la naturaleza algoritmica
delas interacciones, la composabilidad intrinseca en-
tre diversos protocolos, la concurrencia de multiples
factores causales, que pueden incluir vulnerabilidades
de cédigo, ataques maliciosos, manipulaciones de
oraculos y decisiones de DAO, asi como la opacidad
funcional que a menudo caracteriza a estos sistemas.
En este contexto, la prueba pericial informatica emerge
como un elemento central para dilucidar la cadena de
eventos, aunque no esta exenta de limitaciones signifi-
cativas, tales como la escasez de expertos cualificados,
los elevados costos asociados y la dificultad para que
los érganos jurisdiccionales comprendan claramente
las complejidades técnicas involucradas.

Frente a estas barreras, se podria considerar la aplica-
cion de presunciones de causalidad, particularmente
en situaciones donde se evidencian vulnerabilidades
manifiestas o fallos catastréficos que, por su magnitud,
dificilmente habrian ocurrido sin una negligencia grave.
Un precedente relevante en lajurisprudencia chilena es
ladoctrina de la pérdida de oportunidad, la cual podria
ofrecer un marco para indemnizar la privacién de una
posibilidad seria y real de evitar un daino. Por ejemplo,
si una auditoria negligente no detecté un riesgo critico,
impidiendo asi la adopcion de medidas preventivas, la
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victima podria ser compensada por la pérdida de esa
oportunidad de salvaguardar sus activos.

4.2. Tipologia y cuantificacion de daiios.

Latipologiay cuantificacion de dafios en el ecosistema
DeFi exige una clasificacion precisa y una metodologia
de medicidn adaptada a sus caracteristicas:

a) Dafio emergente: esta referido a la pérdida de
criptomonedas. Su valoracion constituye un desafio
considerable debido a la extrema volatilidad de estos
activos y la necesidad de su conversién a moneda
nacional para efectos indemnizatorios, conforme alo
establecido en el articulo 1556 del CC. Una aproximacion
metodoldgica podria consistir en valorar los activos
al momento del incidente, actualizando dicho valor
de manera objetiva, por ejemplo, mediante el indice
de Precios al Consumidor (IPC) o bien, al momento de
fijarse un determinado valor dictada la sentencia, si esta
ultima opcidn resulta mas favorable para la victima.

b) Lucro cesante: corresponde a la ganancia legitima que
la victima dejo de percibir como consecuencia directa
del dafio. En este rubro, laindemnizacion se limitariaa
los rendimientos regulares y previsibles que se habrian
obtenido, como los intereses generados por activida-
des de staking o lending, excluyendo expresamente las
ganancias meramente especulativas o hipotéticas. La
procedencia de esta indemnizacion exige una prueba
de certezarigurosa sobre la existencia y cuantia de la
ganancia frustrada.

La distincion entre ambos deriva de que el dafio emer-
gente es el empobrecimiento real y efectivo que sufre
el patrimonio del deudor, y el lucro cesante la utilidad
que deja de percibir el acreedor por el incumplimiento
o cumplimiento tardio de la obligacién (Abeliuk, 2014).

c) Dafio moral: abarca la afectacion extrapatrimonial
que el incidente pueda haber causado, incluyendo el
estrés, la ansiedad o el dafio reputacional. Aunque
tradicionalmente asociado a contextos no comercia-
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les, su procedencia es viable incluso en el ambito de
las transacciones financieras, siempre que se acredite
de manera concreta la existencia y magnitud de la
afectacion sufrida por la victima.

4.3. El problema de la reparacion efectiva.

La restitucion en especie (devolucién de activos en su
estado original) amenudo se vuelve imposible, ya sea
porque los fondos se han mezclado con otros, se han
transferido a billeteras inaccesibles o se han disper-
sado en multiples direcciones. Ademas, la ejecucion
de sentencias puede volverse desafiante debido a una
variedad de factores, incluidos, pero no limitados a, el
anonimato o seudonimato de los actores, la dispersion
global de las operaciones y la complejidad de incautar
criptoactivos (Cheong, 2023). A la luz de esta situacion,
se estan estudiando posibles soluciones para mitigar el
impacto de los dafnos, como la creacion de fondos de
compensacion financiados por los propios protocolos,
através de reservas o tesorerias de DAO, laimplemen-
tacion de seguros descentralizados, el desarrollo de
mecanismos técnicos de recuperacién, como bloqueos
de tiempo, sistemas multisig, o la posibilidad de realizar
bifurcaciones de cadena, y la ejecucion sobre activos
identificables que puedan encontrarse en plataformas
centralizadas como los intercambios.

S. EXIMENTES Y LIMITACIONES DE
RESPONSABILIDAD

Hay hechos que excluyen la existencia de culpa o
dolo y otros en que no se responde o se modifica la
responsabilidad.

5.1. Validez de clausulas eximentes.
La validez de las clausulas exonerativas o limitativas

de responsabilidad en el contexto de DeFi en Chile es
restrictivay se rige por principios juridicos especificos:
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a) En el ambito de las obligaciones contractuales, las
disposiciones eximentes, limitativas o agravantes de
responsabilidad se consideran validas de conformidad
con el articulo 1547 CC. Esta estipulacion, junto con el
ultimo parrafo del articulo 1558 CC, que sirve parainter-
pretar la probable intencion de las partes involucradas,
sugiere la posibilidad de modificar la responsabilidad,
incluida la posibilidad de su derogacién total, segtin
ciertasinterpretaciones. El articulo 1547 CC delimitael
grado de culpabilidad y falta en relacion con las pres-
taciones contractuales, haciendo hincapié en que las
estipulaciones explicitas de las partes tienen prioridad.
El articulo 1558 refuerza esta afirmacion al permitir alas
partes modificar las normas prescritas en relacién con
los dafos. Estas disposiciones establecen un espacio
libre para la autorregulacion dentro del marco legal.
El principio de autonomia de la voluntad subyace a
estos mecanismos. Las clausulas de exencion estan
regidas por el Articulo 12 del Cédigo Civil (Gonzalez,
2011); b) Efectividad parcial por negligencia leve: las
clausulas que limitan la responsabilidad por negligencia
leve pueden tener efectividad parcial, siempre que no
distorsionen las obligaciones esenciales del contrato
y hayan sido objeto de una negociacion efectiva entre
las partes. Debe tenerse presente que en el ambito
de los contratos de adhesidn, predominantes en el
ecosistema DeFi, demostrar una negociacion real
es extremadamente dificil; c) Abusividad bajo la Ley
de Proteccion al Consumidor: es muy probable que
tales clausulas sean estimadas abusivas bajo la LPDC,
particularmente siimplican una exencion absoluta de
responsabilidad o limitan derechos esenciales del con-
sumidor, de acuerdo con el Articulo 16 letra e) de dicha
ley; y d) Requisitos de formay contenido: la efectividad
de estas clausulas también depende de su exposicion
claray comprensible, del conocimiento real por par-
te del usuario y de la ausencia de representaciones
contradictorias, como las que podrian surgir entre el
marketing del protocoloy las advertencias contenidas
en los descargos de responsabilidad.

UN ANALISIS CRITICO DESDE EL DERECHO CHILENO A LA LUZ DE LA LEY FINTECH

5.2. Caso fortuito y hecho de tercero.

La aplicacion de las eximentes de responsabilidad por
caso fortuito o hecho de tercero en el ambito de DeFi
es sumamente restrictiva. La mayoria de los ataques
y vulnerabilidades, como los ataques de reentrada
o los préstamos flash, son en principio previsibles y
evitables mediante la aplicacién de una diligencia
adecuada, que incluye la realizacién de auditorias de
seguridad rigurosas y la adopcién de buenas practicas
de desarrollo. Las vulnerabilidades inherentes al codigo
no pueden ser consideradas como un factor “externo”
al desarrollador, sino que forman parte de su esfera de
control y responsabilidad.

El deber de prevencion que recae sobre los desa-
rrolladores y operadores de protocolos DeFi limita
significativamente la eficacia del hecho de tercero
como eximente, salvo en situaciones de sofisticacion
sin precedentes, como ataques de dia cero - zero-day
exploits-, o circunstancias extraordinarias e irresisti-
bles, como por ejemplo un fallo catastroéfico de lared
blockchain subyacente.

6. DESAFIOS PROCESALESY
JURISDICCIONALES

Las DeFi, por su naturaleza global y descentralizada,
plantea importantes desafios en el ambito procesal y
jurisdiccional, que demandan una adecuacién de los
criterios tradicionales:

- Jurisdiccion: la determinacion de la jurisdiccion com-
petente se dificulta por la inoperancia de los criterios
clasicos como el domicilio del demandado o el lugar
de cumplimiento de la obligacion. En este contexto, se
indagan enfoques alternativos, como el del mercado
meta, el domicilio de los usuarios o consumidores
y la presencia de activos ejecutables en el territorio
chileno. Ello exige una interpretacion flexible de las
normas existentes o, en su defecto, una adaptacién
normativa especifica.
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- Identificacion y notificacion: el anonimato o seu-
donimato caracteristico de los participantes en DeFi
obstaculiza la identificacion de los responsables y la
consecuente notificacion de las acciones judiciales.
Para superar estos obstaculos se consideran posibles
soluciones como la solicitud de medidas prejudiciales
para obtener datos de intermediarios (como exchanges
centralizados o proveedores de hosting), la notificacion
por equivalentes funcionales (utilizando los canales
digitales habituales de comunicacién de los deman-
dados) y la adopcion de medidas cautelares sobre los
activos involucrados.

- Valor probatorio: los registros inmutables de la
blockchain poseen un valor probatorio considerable,
siendo equiparables a documentos electrénicos bajo
laLey N°19.799" y valorados conforme a las reglas de
la sana critica. No obstante, la prueba pericial infor-
matica es un elemento clave, cuya implementacién es
costosa y compleja, demandando peritos altamente
especializados y una capacitacion judicial continua
para su correcta apreciacion.

- Mecanismos alternativos de resolucion de conflictos
(ADR): ante laineficacia de los cauces judiciales tradicio-
nales, emergen los ADR como alternativas mas eficientes
y adaptadas a laidiosincrasia de DeFi. Estos incluyen el
arbitraje especializado, la mediacion tecnol6gicamente
asistida, los jurados técnicos descentralizados (como
Kleros®) o la resolucién de disputas on-chain®. Si bien
estas opciones requieren una base consensual entre las

17. Ley 19.799, de 2002, sobre documentos electrénicos, firma
electrénica y servicios de certificacion de dicha firma, disponible en:
https://www.bcn.cl/leychile/navegar?idNorma=196640

18. Kleros es un servicio de resolucion de disputas descentralizado
basado en blockchain que ofrece una alternativa equitativa, rapi-
day rentable a los sistemas legales convencionales para disputas
mundanas y digitales en la economia global en evolucién. Funciona
de manera similar a un jurado digital, en el que participantes incen-
tivados, seleccionados por el sistema a través de criptomonedas,
resuelven los conflictos en linea. Disponible en: https://kleros.io/es/

19. La resolucién de disputas en cadena utiliza la tecnologia block-
chain para documentar y ejecutar los procesos de arbitraje. Los
contratos inteligentes se emplean para automatizar este proceso,
garantizando que los resultados sean inmutables y aplicables.
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partes, plantean desafios en cuanto a su ejecutabilidad
y el respeto al debido proceso.

7. PROPUESTAS NORMATIVAS E
INTERPRETATIVAS.

Para abordar los desafios identificados en el marco
de la responsabilidad civil en DeFi, se plantean las
siguientes propuestas normativas e interpretativas:

7.1. Criterios para estandares de diligencia.

Es imperativo establecer criterios jurisprudenciales
0 normativos -posiblemente a través de la Comision
para el Mercado Financiero (CMF)- que definan los
estandares de diligencia exigibles a los actores del
ecosistema DeFi. Estos criterios deberian basarse en
los siguientes principios:

1) Proporcionalidad al riesgo: la diligencia exigida debe
ser proporcional al nivel de riesgo inherente a cada
protocolo o servicio; 2) Conformidad con mejores
practicas: adopcién y cumplimiento de las mejores
practicas de laindustria, incluyendo guias de seqguridad
y estandares técnicos reconocidos; 3) Transparenciay
documentacidn: obligacion de proporcionar informacion
clara, completa y accesible sobre el funcionamiento,
riesgos y caracteristicas de los protocolos; 4) Testeo
riguroso: implementacion de pruebas exhaustivas
antes del despliegue de cédigo y funcionalidades; 5)
Auditorias independientes: realizacion de auditorias
de seguridad por terceros especializados de manera
periddica; 6) Mecanismos de seguridad y contingencia:
desarrollo e implementacion de sistemas robustos
de seguridad y planes de contingencia ante posibles
incidentes; 7) Monitoreo y respuesta a incidentes; 8)
Establecimiento de capacidades de monitoreo con-
tinuo y protocolos de respuesta rapida ante eventos
adversos; y 9) Actualizacién continua: compromiso con
la mejoray actualizacion constante de los protocolos
y sus medidas de seguridad.


https://www.bcn.cl/leychile/navegar?idNorma=196640
https://kleros.io/es/

LA RESPONSABILIDAD CIVIL EN EL ECOSISTEMA DE FINANZAS DESCENTRALIZADAS (DEFI):

7.2. Adaptaciones necesarias al marco normativo.

Se requiere una serie de adaptaciones y desarrollos
normativos para integrar adecuadamente el fenémeno
DeFi en el ordenamiento juridico chileno:

1) Clarificacion del estatus juridico de las DAOs: es fun-
damental regular su naturaleza juridica, los requisitos
para su constitucion, sus mecanismos de gobernanza
y el régimen de responsabilidad aplicable. Esto podria
lograrse mediante una modificacién a la Ley Fintech
o la promulgacidon de una ley especial; 2) Regulacion
de los contratos inteligentes: se necesita clarificar su
validez juridica, los principios para su interpretacion,
sus efectos vinculantes y el tratamiento de los vicios
del consentimiento en un entorno automatizado. Una
reforma al Codigo Civil o una ley especifica podrian
abordar esta cuestion; 3) Adaptacion de las normas
procesales: esimprescindible facilitar la identificacion
delas partes, la notificacion de las acciones y la practica
de la prueba en entornos descentralizados. Esto im-
plicaria una reforma al Cédigo de Procedimiento Civil;
4) Desarrollo normativo de estandares de diligencia:
la CMF podria desarrollar una normativa especifica
que establezca estandares de diligencia basados en
principios y proporcionalidad, complementando
asi el marco legal; 5) Creacién de un marco para se-
guros descentralizados: se requiere una regulacién
que reconozca las particularidades tecnoldgicas de
estos productos, ya sea mediante una modificacion
a la Ley de Seguros o una normativa especifica de la
CMF; 6) Fomento de ADR especializados: es necesario
establecer un marco legal que promueva y regule el
arbitraje y la mediacién adaptados a las especificida-
des de DeFi, lo que podria implicar una reforma a la
Ley de Arbitraje o una ley especial; 7) Clarificacion de
criterios de jurisdiccion: se deben establecer criterios
claros para determinar la jurisdiccién en operaciones
transfronterizas, lo que podria abordarse mediante
una reforma al Cédigo de Bustamante o a través de la
consolidacion de jurisprudencia; y 8) Refuerzo de la
proteccién al consumidor: es crucial adaptar la Ley de
Proteccion al Consumidor a los servicios ofrecidos en
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el ecosistema DeFi, ya sea mediante una reformaa la
LPDC o a través de normativa especifica del Servicio
Nacional del Consumidor (SERNAC).

CONCLUSIONES

La irrupcion de las Finanzas Descentralizadas (DeFi)
representa un desafio significativo para el derecho
chileno, que exige ir mas alla de las disposiciones in-
cipientes de la Ley Fintech. Se hace indispensable una
interpretacion adaptativa tanto del Cédigo Civil como
delaLey de Proteccion de los Derechos de los Consu-
midores (LPDC), complementada con el desarrollo de
un marco normativo especifico. La tension inherente
entre la inmutabilidad tecnoldgica y la necesidad de
seguridad juridica se posiciona como un eje central
de esta problematica. En este contexto, se propone la
implementacion de estandares de diligencia elevados
paralos desarrolladores y auditores de protocolos, asi
como la diferenciacion de criterios de responsabilidad
para los diversos actores involucrados. Los desafios
probatorios y procesales demandan la adopcién de
soluciones innovadoras, incluyendo el recurso a me-
canismos alternativos de resolucion de conflictos.
Es crucial alcanzar un equilibrio entre la proteccion
efectiva de los usuarios y el fomento de la innovacion,
mediante la construccién de un marco juridico robusto,
predecible y tecnolégicamente neutro para DeFi en
Chile que, si bien considere la experiencia comparada,
se adapte de manera idonea a la realidad nacional.
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